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Information Notice No. 8 

Implementation of EU Regulation 2023/203 (Part-IS) 
 

This notice is addressed to Air Navigation Service Providers (ANSPs) to communicate 
the upcoming requirements of EU Regulation 2023/203 (Part-IS). 
 
This notice serves to inform all Air Navigation Service Providers (ANSPs) of the mandatory requirements under 
Commission Implementing Regulation (EU) 2023/203, commonly referred to as Part-IS. This regulation 
establishes a harmonised framework for identifying and managing information security risks that could 
potentially impact aviation safety. 
 
Applicability & Key Deadlines 
 
The regulation applies to all ANSPs, as well as other aviation organisations and competent authorities. 
Compliance Deadline: ANSPs must be fully compliant by 22 February 2026. 
 
Core Requirements for ANSPs 
 
Under Part-IS, ANSPs are required to: 
 

 Establish an ISMS: Set up and maintain an Information Security Management System (ISMS). 
 

 Risk Management: Conduct regular information security risk assessments to identify threats to critical 
assets and implement appropriate treatment measures. 

 
 Incident Management: Develop procedures to detect, respond to, and recover from information 

security incidents commensurate with their impact on safety. 
 

 Reporting: Implement internal and external reporting schemes for notifying the competent authority 
of significant security incidents. 

 
 Personnel & Training: Ensure personnel are competent, trustworthy, and receive adequate 

information security training. 
 

Organisations are to review this Regulation together with EASA Easy Access Rules for Information Security to 
develop and submit their Information Security Management Manual (ISMM) to TM-CAD for approval.   
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